**Informace o zpracování osobních údajů**

**Kamerový systém**

Správce osobních údajů, si tímto dovoluje informovat „subjekty údajů“ o způsobu a rozsahu zpracování osobních údajů, včetně rozsahu práv subjektů údajů souvisejících se zpracováním jejich osobních údajů za pomoci kamerového systému.

**Pověřenec pro ochranu osobních údajů**

Ing. Roman Šmíd, MBA

tel.: +420 227 031 495

e-mail: [roman.smid@moore-czech.c](mailto:roman.smid@moore-czech.c)z

Pověřence pro ochranu osobních údajů je možné kontaktovat v případě podezření, že Správce zpracovává osobní údaje v rozporu s obecným nařízením, či je nutné uplatnit práva subjektu osobních údajů – viz níže.

# Kamerový systém

Správce využívá kamerový systém se záznamem.

Nákres umístění jednotlivých kamer je k dispozici na vyžádání na výše uvedené adrese Správce.

# Účel zpracování osobních údajů

Osobní údaje Správce zpracovává za účelem zvýšení ochrany majetku (krádež, vloupání, vandalismus), zvýšení bezpečnosti osob (napadení, loupež, krádež, jiná fyzická újma) a prevence mimořádných událostí. Není prováděno automatizované rozhodnutí, včetně profilování. Není zpracovávána zvláštní kategorie osobních údajů.

# Právní základ zpracování osobních údajů

Zpracování je nezbytné pro ochranu oprávněných zájmů správce nebo třetí osoby (čl. 6 odst. 1 písm. f) obecného nařízení).

# Rozsah zpracovávaných osobních údajů

Správce zpracovává osobní údaje v rozsahu:

* on-line zobrazení obrazu z monitorovaných prostor osobám majících ve své náplni sledování dění v daných prostorách;
* záznamu dění pro pozdější využití v případě řešení bezpečnostního incidentu;

**Doba uložení osobních údajů**

Záznam z kamerového systému je uložen v závislosti na technických možnostech maximálně po dobu 14 dnů.

**Subjekty mající přístup ke kamerovým systémům**

Vybraní zaměstnanci či subjekty, které pro Správce zajišťují technický provoz či provozovatelé technologií, které Správce pro tyto služby využívá (zpracovatelé).

**Příjemci osobních údajů**

Správce nepředává žádné osobní údaje.

V případě bezpečnostního incidentu je příslušný záznam k dispozici orgánům činných v trestním řízení, pojišťovnám, poškozeným subjektům.

# Předání do zahraničí

Správce nepředává osobní údaje mezinárodním organizacím či do třetích zemí. Třetí zemí se rozumí země mimo Evropskou unii, resp. Evropský hospodářský prostor.

# Práva subjektu údajů

* Právo na přístup k osobním údajům (čl. 15 obecného nařízení)

Subjekt údajů má na základě žádosti právo získat od správce informaci, zda jsou jeho osobní údaje zpracovávány či nikoli.

* Právo na opravu osobních údajů (čl. 16 obecného nařízení)
* Právo na výmaz osobních údajů (čl. 17 obecného nařízení)
* Právo na omezení zpracování (čl. 18 obecného nařízení)
* Právo na přenositelnost údajů (čl. 20 obecného nařízení)
* Právo vznést námitku (čl. 21 obecného nařízení)

Subjekt údajů má právo vznést námitku s ohledem na účely zpracování osobních údajů, kterými jsou zejména ochrana majetku a zvýšení bezpečnosti osob. Vzhledem k rozsahu zpracovávaných údajů obecně převažují oprávněné důvody správce nad oprávněnými zájmy subjektů údajů.

* Právo podat stížnost u dozorového úřadu (čl. 77 obecného nařízení)

Každý subjekt údajů (pokud se domnívá, že došlo k porušení obecného nařízení) má právo podat stížnost Úřadu pro ochranu osobních údajů, Pplk. Sochora 27, 170 00 Praha 7, tel.: +420 234 665 111, e-mail: posta@uoou.cz.